
Compartir més informació de la necessària pot posar-te en risc, especialment si 
comparteixes dades sensibles
•	 Podrien utilitzar les teves dades per fer atacs de phishing o d’enginyeria social.
•	 Pots caure víctima de fraus o enganys.
•	 Podrien fer servir les teves dades per enganyar altres persones (familiars, amics, 

companys, etc.).
•	 Podrien difondre contingut fals en el teu nom i causar-te un perjudici 

reputacional.
•	 Podrien fer servir la informació publicada per localitzar-te i cometre enganys al 

món físic.

�Enllaços d’interés
Configuració de privacitat (Linkedin)
Configuració de privacitat a xarxes socials (INCIBE)

�Gaudeix d’una experiència digital saludable
Amb l’objectiu d’assegurar la millor experiència digital per a tots, us recomanem la 
lectura de les normes de participació a les xarxes socials de BSA (enllaçant amb 
Normes de participació XXSS BSA)

Segueix aquests consells!
Pensa abans de publicar: revisa quines dades apareixen a les teves fotos i/o perfils.

Ajusta la configuració de privadesa dels teus comptes i perfils online. 

Revisa els contactes i limita qui pot veure les teves publicacions.

Actualitza les teves contrasenyes i activa el doble factor d’autenticació als teus 
comptes de xarxes socials.

Mai comparteixis documents i dades personals: DNI, rebuts, bitllets, etc.

Quines dades compartim en les xarxes socials?

https://www.linkedin.com/help/linkedin/answer/a1342861
https://www.incibe.es/ciudadania/tematicas/privacidad/configuraciones-redes-sociales
https://www.bsa.cat/uploads/Comunicaci%C3%B3/Corporatius_recursos/Normes%20de%20participaci%C3%B3%20RRSS%20BSA%20Setembre%202024.pdf

