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 “CONSELLS PRÀCTICS PER PROTEGIR-NOS DAVANT LES 

CIBERESTAFES”  
- 

Adreçat a tots els professionals de BSA 
 

DESCRIPCIÓ                                                          

En un món cada vegada més digital, les ciberestafes s’han convertit en una de les 

amenaces més freqüents tant per a usuaris particulars com per a organitzacions.  

En el marc del Mes Europeu de la Ciberseguretat, que es celebra a l’octubre, s’ha 

organitzat aquesta sessió divulgativa amb l’objectiu oferir als assistents eines 

pràctiques i senzilles per identificar, prevenir i reaccionar de manera adequada 

davant intents d’engany digital. 

Durant la sessió es presentaran els tipus de ciberestafes més comuns, així com els 

senyals d’alerta que permeten detectar-les a temps. A través d’exemples reals, els 

assistents aprendran a reconèixer missatges sospitosos, a adoptar hàbits segurs en la 

seva vida digital i a protegir els seus comptes i dispositius. 

A més, s’oferiran consells pràctics per reduir el risc de ser víctima juntament amb les 

accions recomanades en cas de caure en una estafa. 

 

CONTINGUTS                                                          

 Per què és important parlar de ciberseguretat? 

 L’enginyeria social 

o Què és? 
o Com la fan servir els ciberdelinqüents 
o Protecció de les nostres Xarxes Socials 

 

 Phishing i ciberestafes 

o Analitzem un correu de phishing  
o Com ens ciberataquen cada dia 

 

 Altres vectors d’atac habituals  

o WIFI, USB, aplicacions mòbils i codis QR.  

 Mesures per protegir-nos 

o Bones pràctiques i consells útils 

o Recursos i eines de seguretat 

  



 

 

Formació  Pàgina 2 de 2 
 

 

 

 

 

OBJECTIUS                                  

 Conèixer què són les ciberestafes i per què representen una amenaça creixent. 

 Identificar els tipus més comuns d’enganys digitals i les seves tècniques. 

 Reconèixer senyals d’alerta que ajuden a detectar possibles estafes. 

 Adoptar hàbits segurs per protegir dades, comptes i dispositius. 

 

DURADA                        

La durada total de la formació és de 1 hora.  
 

MODALITAT FORMATIVA                      

Es tracta d’una formació presencial.  
 
 
FORMADORS           

 Irene, consultora de ciberseguretat a DagramCiber. 

 
DESTINATARIS/ES           

 

Tots els professionals de BSA. 

 
LLOC, DIA I HORARI                                                                  
 

Data d’impartició: Dijous, 30 d’octubre de 2025.  

Horari: de 13:30 a 14:30.  

Lloc d’impartició: Sala d’Actes de l’Hospital Municipal de Badalona. 

 

INSCRIPCIONS                           

Si estàs interessat/ada en participar, hauràs d’inscriure’t mitjançant el següent enllaç o 

codi QR. 

 

 

La data màxima per inscriure’s serà el dia 17 d’octubre de 2025. 

 

https://encuesta.com/survey/rad7nidQjk/

